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It’s the final day of this year’s IGF.  The Daily Bulletin team hopes 
that you have had an interesting and enjoyable week – and that 
you have found this Bulletin of value.
Today, a quick look back at what has happened and a look 
forward at the final day’s events.

Looking back on the week

This week’s IGF was the first in just over a decade to be held in 
Africa.  The conference centre has played host to hundreds of 
participants on site, and more than two thousand more viewed 
Forum sessions online.
The week began, as is customary, with Day Zero, ahead of the 
formal opening of the Forum.  A key feature of that day, which 
was very well-attended, was the first two sessions of the High-Lev-
el Leaders’ Summit in which prominent figures from across the 
stakeholder spectrum explored a wide range of issues.
The Forum was formally opened by the Prime Minister of Ethio-
pia, H.E. Abiy Ahmed, on Tuesday.  Speeches were also made by 
the Secretary-General of the United Nations and the Under-Sec-
retary-General for its Department of Economic and Social Affairs.
The five key themes for the week have focused on aspects of the 
Global Digital Compact which will be discussed by the United 
Nations in 2023.  

Those key themes are:
. Connecting all people and safeguarding human 
rights
. Avoiding Internet fragmentation
. Governing data and protecting privacy
. Enabling safety, security and accountability
. Addressing advanced technologies, including AI

The week has also featured the debut of the Lead-
ership Panel, appointed during the past year, a 
parliamentary track, and reports-back from Policy 
Networks on Meaningful Access and Internet 
Fragmentation.

What happened on Day 3?

Cybersecurity
The morning in the main auditorium began with sessions on 
cybersecurity.  The Best Practice Forum on that theme present-
ed its ‘mythbusting’ paper which explores the distinctions 
between cybersecurity and cybercrime.  

The subsequent main session began with a discussion of the 
awareness-raising and capacity-building required for effective 
cybersecurity, something for which multistakeholder engage-
ment was felt to be important. 

Cybersecurity, it was suggested, should be regarded as integral 
to connectivity – ‘similar to the brakes on a car’ – within a context 
of protecting human rights.  Rapid evolution of the challenges to 
cybersecurity poses problems for slower legislative processes.

The relationship between international technical security and 
the personal security requirements of citizens was raised, as 
were the relationship between access and security and the risks 
faced by those new to the network.  Other aspects raised by 
speakers included human rights protections, the spread of 
surveillance software, the role of cryptocurrencies and the 
potential for non-binding norms to address cybersecurity issues 
alongside binding rules.  

Meaningful access
The afternoon included discussion of the work of the Policy 
Network on Meaningful Access and the issues with which it is 
concerned.
Connectivity remains an important part of this discussion, partic-
ularly in areas where the costs of infrastructure roll-out are high 
in relation to potential revenues.  But the challenges of mean-
ingful access reach beyond connectivity to include issues of 
affordability, digital literacy, services and content  and the 
resources required to make full use of them.  

Participants explored these issues and the 
governance requirements to enable open, 
interoperable communications.  
Gender inequalities were emphasised within the 
‘digital divide’.  The need was stressed for policy 
initiatives to be informed by reliable data and 
accompanied by targets aimed at universal access 
and productive usage.
Attention was also paid to building the technical 
capacity required to build digital infrastructure, 
and to the significance of access to data, particu-
larly for local businesses seeking to build markets 
for digital services in expanding communications 
markets.

Parliamentary roundtable
A parliamentary roundtable brought lawmakers attending the 
Forum together with stakeholder representatives to discuss 
the ways in which national legislatures address digital policy. 
 
The parliamentarian track has become an important feature of 
the IGF in recent years, as the Forum has sought to build 
understanding of the Internet among lawmakers.  It also 
provides an opportunity for Forum participants to increase 
their understanding of the political contexts that affect the 
Internet in different countries.

The discussion addressed some of the challenges that arise in 
balancing the goals of national governments and legislative 
bodies and the technical structure of the Internet which is 
global in character.  

Realistic approaches to these challenges – which affect issues 
like data protection – require shared understanding between 
Internet and government policymakers, as well as engage-
ment from across the range of governmental institutions in 
each country – including executive ministries and regulatory 
agencies as well as legislatures. 

 While different approaches may be needed in different coun-
tries, the scope for sharing regional principles and expertise 
was noted.

An output document outlining takeaways and suggestions for 
parliamentary initiatives against cyber threats will be 
published at the end of the Forum.

The final theme:
Addressing advanced 
technologies, including AI
Previous issues of this Bulletin have summarised four of 
the week’s main themes.  The fifth and final theme 
concerns advanced technologies, with its main session 
on this final morning.  Here’s a guide to what’s under 
discussion:
Advanced digital technologies increasingly shape our 
economy and society, from artificial intelligence (AI) 
systems which guide our online experiences, power 
smart devices, and influence our own decisions, as well 
as decisions others take about us, to robotics and Inter-
net of things applications which are deployed in areas 
as diverse as manufacturing, healthcare, and agricul-
ture. 

Beyond their promises, these technologies come with 
pitfalls. For instance, algorithmic decision-making 
could result in bias, discrimination, harmful stereotypes 
and wider social inequality, while AI-based systems may 
pose risks to human safety and human rights. 

Internet of things devices come with privacy and cyber-
security challenges. Augmented and virtual reality 
raises issues of public safety, data protection, and 
consumer protection.

Taking advantage of the opportunities offered by 
advanced technologies, while addressing related 
challenges and risks is a task that no one actor can take 
up on its own. 

Multistakeholder dialogue and cooperation – among 
governments, intergovernmental organisations, tech 
companies, civil society, etc. – are required to ensure 
that these technologies are developed and deployed in 
a human-centric and human rights-based manner.
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What’s on the final day?
The last day’s auditorium sessions pull together some of the remaining issues from the week, and some of the remaining 
work from this year’s intersessional activities.  
The first session in the morning provides an opportunity for representatives to talk about the work of National, Regional 
and Youth IGFs (known collectively as NRIs). 
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 Over 150 NRIs play an important role in the IGF family, focused on their own countries, regions and communities as well 
as feeding views up to the global Forum.
That will be followed by the main session on the fifth theme, concerning advanced technologies (see above).

The afternoon will begin with a report back from the Best Practice Forum on Gender and Digital Rights.  Around forty other 
sessions will be held during the morning and afternoon, adding to the range of views already shared during the week.
The Forum will come to a close during the late afternoon.  An open mic session, called Taking Stock, gives participants a 
chance to say what they have thought about the week’s experience and to suggest what should be happening in future.

There’ll be an opportunity to consider what key messages should be taken forward from the Forum to the wider Internet 
and world community. A final ceremony will then close the Forum – with a preview of what’s in store at next year’s meeting 
in Japan.
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